
Always follow company 
policy regarding physical 
security. If you are unsure, 
ask the proper authorities.

If identification is always required to be 
visibly displayed on a person in secure 
areas of your work and you see someone 
without identification, always ask for ID.

Never hold perimeter security 
doors open for people who 
must use their access cards to 

get through. 

New research has revealed a dramatic increase in 
the frequency of physical security breaches, 
translating to an average cost of millions of 
dollars per affected organization. 

But occasionally the consequences are far worse 
than lost profits...
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